Basics of Securing
Credit Card Data

billtrust

Cybercriminals often focus on
getting access to payment and
credit card data due to
potential financial gains. It
might take only a mistake to
put this type of data at risk.

Anyone who handles credit
cards and/or credit card data
should understand the best
practices for keeping this
valuable information safe.

Cardholder Data
This is the most sensitive credit card information

and thus the most valuable to bad actors.

Primary Account Number Security code
(PAN)

1234 5678 9012 3456

Personal identification
number (PIN)

Visit the Protecting Customer Credit Card Data Lessonly course to learn more.

Get Started
Now

Simple Rules for Handling Credit Card Data

1.

Emails


https://billtrust.lessonly.com/lesson/1990198-protecting-customer-credit-card-data/login

Never send emails or other
correspondence containing full credit
card information..
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3.

Physical and
electronic cardholder
data

Physical and electronic cardholder data
must be destroyed after it is no longer
needed.

2.

Credit card numbers

Avoid physically writing down credit
card numbers.

1234 5678/9012 3456




Suspicious activity

If you see any suspicious activity or are
uncertain about, report it!
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	Thank you for your support in keeping Billtrust safe!

